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D E V S E C O P S  M O D E L L I N G E N H A N C E D  S E C U R I T Y

P I A C E R E  D E S I G N  T I M E
PROBLEM
The problem that we are addressing is to improve the ability of non-expert DevSecOps teams to
model provisioning, deployment and configuration needs in complex contexts by providing a set of
abstractions of execution environments and composing them into machine-readable
representations.

SOLUTION
DOML is the end-user language enabling the modelling of deployment and configuration of
complex infrastructural software in a way that can then be transformed by IaC Generator (ICG) in
executable IaC. Such a language allows DevSecOps teams to select and combine abstractions
with the purpose of creating a correct infrastructure provisioning, configuration management,
deployment and self-healing model.

PROGRAMMING TRUSTWORTHY INFRASTRUCTURE 
AS CODE IN A SECURE FRAMEWORK

VALUE
DOML language for expressing user-defined properties allows DevSecOps teams to select and
combine the abstractions with the purpose of creating a proper infrastructure provisioning,
configuration management, deployment and self-healing model.


